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Abstract: This contribution introduces a new solution for KI#6 to provide UE with Simultaneous Usage Groups per S-NSSAI as part of Configured NSSAI. 
1. Introduction
Generally, operators will configure network slices to enable the expected services to be available concurrently to users. In this case, all the services available to the users can be used simultaneously. In some scenarios, e.g. due to regulation or per SLA, UEs might be restricted from using two or more specific network slices simultaneously. 
According to the GSMA, the attribute for simultaneous use of the network slice describes whether a network slice can be simultaneously used with other network slices and if so, which group the network slice belongs to. 
Therefore, it is observed that the simultaneous use of the network slices is constrained due to the network slices deployment in networks which result in there is no common AMF Set to serve network slices. In addition, the UE is not expected to know the network slices deployment and make complicated computations to choose which combinations of slices to request.
Based on the above consideration, the contribution proposes a new solution on how to support simultaneous access to network slices in the UE, with minimized impacts on 5G system.
2. Support of simultaneous use of the network slices in the UE

It is proposed that based on the operator's operational or deployment needs, a network slice is associated with one or more Simultaneous Usage Groups, in order to distinguish which network slices can be grouped with this network slice. The network slices belonging to the same Simultaneous Usage Group (called as SUG below) can be simultaneously used by the UE and served by the same/common AMF Set. 
It is assumed that the OAM is already configured with the network slices deployment based on the GST information and the AMF/NSSF is configured with the SUGs per S-NSSAI by the OAM. 
To support simultaneous access to network slices in the UE, it is proposed the SUGs of S-NSSAIs are provided to UE as part of the Configured NSSAI. Only the S-NSSAIs belonging to the same SUG can be included in the Requested NSSAI, i.e., the UE shall not include in the Requested NSSAI another S-NSSAI value associated with different SUG IDs. The use of identifiers for SUGs is limited to asserting whether two slices belong to the same group (i.e. can be used simultaneously). Therefore, the value of a SUG ID is arbitrary and has no meaning beyond its use in the UE.
For roaming scenario, the SUGs for VPLMN S-NSSAI are decided based on the roaming SLA (e.g., slice mapping), the constraints on the simultaneous usage of network slices both in the HPLMN and in the VPLMN. It means that the AMF/NSSF in the serving PLMN should ensure the constraints on simultaneous use of the network slices from HPLMN and simultaneous use of the mapped network slices from VPLMN will not cause conflicts, based on the configuration.
As a side note, to limit the impact on the length of Configured NSSAI and to simplify the internal computation, the SUG IDs of S-NSSAIs could be coded as a bit field. The details of how to encode the SUGs are however a Stage 3 matter.

2. Text Proposal
It is proposed to capture the following changes in TR 23.700-40.
* * * * First change * * * *

6
Solutions

6.0
Mapping Solutions to Key Issues
Table 6.0-1: Mapping of Solutions to Key Issues

	Solution#'s
	Solution Titles
	Key Issue#'s

	1
	PCF measurement based Network Slice SLA control for Maximum Number of UEs parameter
	1

	2
	Max number of UEs per Network Slice control at registration
	1

	3
	AMF/NSSF based counting of UEs in a Network Slice
	1

	4
	NWDAF enhancements for supporting of network slice quota on the maximum number of UEs
	1

	5
	NWDAF enhancements for supporting of network slice quota on the maximum number of PDU Sessions
	2

	6
	PCF-based counting of PDU Sessions in a Network Slice
	2

	7
	Support of Network Slice SLA for Maximum Number of PDU sessions parameter
	2

	8
	AMF and O&M based solution
	1, 2 & 4

	9
	Monitoring multiple quotas of number of UEs/PDU Sessions per S-NSSAI at NWDAF
	1, 2 & 4

	10
	Max number of PDU Sessions per Network Slice control via NSQ function
	2

	11
	Handling maximum number of sessions using NF status
	2

	12
	NSQ assisted dynamic adjustment of data rate per slice via NAS signaling
	5

	13
	Limitation of data rate per network slice in UL and DL per UE
	3

	14
	UE-Slice-AMBR adjustment to meet the limitation of data rate per Network Slice
	5

	15
	Using Back-off timer
	1

	16
	Slice data rate enforcement and dynamic adjustment
	5

	17
	Support of radio spectrum attribute by CN assisted RAN control
	7

	18
	Proactive Slice Quota Management in AMF
	1, 2, 4, 5

	19
	Support of network slice quota control and enforcement
	1, 2 & 5

	20
	Reusing existing QoS model to ensure that to limit the Maximum throughput UL/DL in a Network slice is not exceeded
	3 & 5

	21
	Limitation of data rate per network slice in UL and DL per UE without RAN involvement
	3

	22
	Solution on limitation of data rate per Network Slice in UL and DL per UE
	3

	23
	Network slice quota event notification
	4

	24
	NSQ assisted dynamic adjustment of data rate per slice via user plane adjustment
	5

	25
	Enforcement of MBR UL/DL per S-NSSAI
	5

	26
	Network controlled enforcement of simultaneous usage of network slices based on user preference
	6

	27
	Network slices simultaneous usage incompatibility support
	6

	28
	Constraints on simultaneous use of the network slice
	6

	29
	Providing Operating Band Information in the Configured NSSAI
	7

	30
	Preferred frequency bands in Configured NSSAI
	7

	31
	Steering the UE to a network slice in a different frequency band
	7

	x
	Simultaneous use of the network slice via Configured NSSAI
	6


* * * * Second change (all new text) * * * *
6. X
Solution #<X>: Simultaneous use of the network slice via Configured NSSAI 
6. X.1
Introduction
This solution addresses the Key Issue #6, "Constraints on simultaneous use of the network slice", which defines different attributes of network slice to describe whether a network slice can be simultaneously used with other network slices. 

This solution applies to both roaming and non-roaming scenarios.
6. X.2
High-level Description

Based on the operator's operational or deployment needs, a network slice is associated with one or more Simultaneous Usage Groups, in order to distinguish which network slices can be grouped with this network slice. The network slices belonging to the same Simultaneous Usage Group (called as SUG) can be simultaneously used by the UE and served by the same/common AMF Set. The purpose of a SUG identifier is just to compare whether two slices belong to the same group (can be used simultaneously), and therefore its value is arbitrary.
The Figure 6.x.2-1 depicts an example for Simultaneous Usage Group of Network Slices, in which case the Network Slice A belongs to the multiple SUGs (i.e., both in SUG#1 and SUG#2, and served by different Network Slice instances) and can be simultaneously used with the Network Slice B from the SUG#1 or with Network Slice C/ Network Slice D from the SUG#2. The Network Slice E belonging to the SUG#3 is incompatible with other Network Slices and is served by a dedicated AMF. 

[image: image1]
Figure 6.x.2-1: Example for the deployment of Simultaneous Usage Group of Network Slices
It is assumed that the OAM is already configured with the network slices deployment based on the GST information and the AMF/NSSF is configured with the SUGs per S-NSSAI by the OAM. 
To support simultaneous access to network slices in the UE, the AMF/NSSF determines the SUGs of each S-NSSAI in the Configured NSSAI based on the configuration.

· After receiving the SUGs included with the Configured NSSAI, the UE takes into account the SUGs of each S-NSSAI in the Configured NSSAI when the UE derives the Requested NSSAI. 
· Only the S-NSSAIs belonging to the same SUG can be included in the Requested NSSAI. 
· For roaming scenario, the SUGs for VPLMN S-NSSAI are decided based on the roaming SLA(e.g., slice mapping), the constraints on the simultaneous usage of network slices both in the HPLMN and in the VPLMN. It means that the AMF/NSSF in the serving PLMN should ensure the constraints on simultaneous use of the network slices from HPLMN and simultaneous use of the mapped network slices from VPLMN will not cause conflicts, based on the configuration.
· If UE needs to access one or more S-NSSAI(s) which are not in the current Allowed NSSAI and the UE has already established one or more PDU Session(s) associated with specific S-NSSAIs, the UE shall first check the SUGs of each S-NSSAI in the new Requested NSSAI. The UE may decide to release the current PDU sessions based on preference if the SUGs of the S-NSSAI(s) for current PDU sessions conflict with the SUGs of the S-NSSAI(s) from new Requested NSSAI.
Editor's note: the description of how the mechanism supports different deployment scenarios will be added here.
6. X.3
Procedures

During the Registration Accept message as described in the clause 4.2.2.2 of TS 23.502 [6] and UE Configuration Update Command from the AMF as described in the clause 4.2.4.2 of TS 23.502 [6], the SUGs per S-NSSAI are provided to the UE with the Configured NSSAI. 
After receiving the SUGs included with the Configured NSSAI, the UE takes into account the SUGs of each S-NSSAI in the Configured NSSAI when it derives the Requested NSSAI, which only contain the S-NSSAIs belonging to the same SUG. 
The UE may decide to release the current PDU sessions as described in the clause 4.3.4 of TS 23.502 [6], based on preference if the SUG IDs of the S-NSSAI(s) for current PDU sessions conflict with the SUG IDs of the S-NSSAI(s) from new Requested NSSAI.
6. X.4
Impacts on services, entities and interfaces
UE: 
· Support the handling of SUGs of each S-NSSAI included with the Configured NSSAI.
AMF/NSSF: 

· Determine the SUGs of each S-NSSAI from Configured NSSAI.
* * * * End of changes * * * *[image: image2.png]
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